Daftar Pustaka

[1]
(2]
[3]
[4]
[5]
[6]

[7]

8]
[9]

I. Vayansky and S. Kumar, "Phishing — challenges and solutions,” Computer Fraud & Security, vol. 1, pp.
15-20, 2018.

F. E. Purwiantono and A. Tjahyanto, "MODEL KLASIFIKASI UNTUK DETEKSI SITUS PHISING DI
INDONESIA," ResearchGate, 2017.

J. L. Lee, D.-H. Kim and C. Hoon, "Heuristic-based Approach for Phishing Site," Seek Digital Library,
pp. 131-135, 2015.

Y. Li, L. Yang and J. Ding, "A minimum enclosing ball-based support vector machine approach for
detection of phishing websites," Elsevier, pp. 345-351, 2016.

K. D. Rajab, "New Hybrid Features Selection Method:," Hindawi Security and Communication Networks,
vol. 2017, pp. 1-10, 2017.

I. Qabajeh and F. Thabtah, "An Experimental Study for Assessing Email Classification Attributes using
Feature Selection Methods," 2014 3rd International Conference on Advanced Computer Science
Applications and Technologies, 2014.

M. Zareapoor and S. K. R, "Feature Extraction or Feature Selection for Text Classification: A Case Study
on Phishing Email Detection," 1.J. Information Engineering and Electronic Business, vol. 2, pp. 60-65,
2015.

N. Abdelhamid, A. Ayesh and F. Thabtah, "Phishing detection based Associative Classification data
mining," Expert Systems with Applications, vol. 41, pp. 5948-5959, 2014.

R. Mohammad, L. McCluskey and F. Thabtah, "Phishing website dataset," UCI Machine Learning
Repository, 2015. [Online]. Available: https://archive.ics.uci.edu/ml/datasets/phishing+websites.

[10] "Millersmiles," [Online]. Available: http://www.millersmiles.co.uk/. [Accessed 2015].
[11] "PhishTank Out of the Net, into the Tank," PhishTank, 2019. [Online]. Available:

https://www.phishtank.com/developer_info.php.



