
44 
 
 

REFERENCES 

 

[1] Emran Aljarrah, Muneer Bani Yassein. Routing protocol of low-power and 

lossy network: Survey and open issues. 2016 International Conference on 

Engineering & MIS (ICEMIS), 2016. 

[2] Ivana Tomic, Julie A. McCann. A Survey of Potential Security Issues in 

Existing Wireless Sensor Network Protocols. IEEE Internet of Things 

Journal, Volume 4, Pages 1910 – 1923, 2017. 

[3] Karel Heurtefeux, Nasreen Mohsin. Enhancing RPL Resilience Against 

Routing Layer Insider Attacks. 2015 IEEE 29th International Conference on 

Advanced Informa tion Networking and Applications, 2015. 

[4] Manpreet Kaur, Amarvir Singh. Detection and Mitigation of Sinkhole Attack 

in Wireless Sensor Network. 2016 International Conference on Micro-

Electronics and Telecommunication Engineering (ICMETE), 2016. 

[5] Pravin Khandare, Yogesh Sharma. Countermeasures for selective forwarding 

and wormhole attack in WSN. 2017 International Conference on Inventive 

Systems and Control (ICISC), 2017. 

[6] M.N. Napiah, M.Y. Idna. Detection and Mitigation of Sinkhole Attack in 

Wireless Sensor Network. IEEE Access, Volume 6, pages 16623 – 16638, 

2018. 

[7] Airehrour, D., Gutierrez, J., & Ray, S. K. Secure routing for Internet of things: 

A survey. Journal of Network and Computer Applications, 66, 198–213. 2016. 

[8] Dvir, A., Holczer, T., & Buttyan, L. VeRA - Version number and Rank 

authentication in RPL. Proceedings - 8th IEEE International Conference on 

Mobile Ad-Hoc and Sensor Systems, MASS 2011, 709–714. 2011. 

[9] Mayzaud, A., Badonnel, R., & Chrisment, I. A Taxonomy of Attacks in 

RPLbased Internet of Things. International Journal of Network Security IJNS, 

18(3),459–473. 2016. 

[10] Pongle, P., & Chavan, G. A survey: Attacks on RPL and 6LoWPAN in IoT. 

In 2015 International Conference on Pervasive Computing (ICPC) (pp. 1–6). 

IEEE. 2015. 



45 
 
 

[11] Haofei Xie, Guoqi Zhang. Performance evaluation of RPL routing protocol 

in 6lowpan. 2014 IEEE 5th International Conference on Software 

Engineering and Service Science, 2014. 


