
Telkom University 2025 School of Computing

BIBLIOGRAPHY

[1] Y. Nugraha, I. Brown, and A. S. Sastrosubroto, “An adaptive wideband delphi

method to study state cyber-defence requirements,” IEEE Transactions on Emerging

Topics in Computing, vol. 4, no. 1, pp. 47–59, 2016.
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